PD2 Roles and Responsibilities 

This document identifies the major roles and responsibilities required for the successful implementation of PD2 at the SPAWAR Segment.  Most if not all of these roles can be filled with existing personnel at SPAWAR and often several roles can be filled by a single person.  

1.1
System Operational and Technical Support

A significant amount of operational and technical support is required for a successful PD2 implementation and for a well-run PD2 production environment.  Most personnel required to fill these roles are already present at SPAWAR.  However, the scope of their current responsibilities will change to support the PD2 implementation.

Roles and Responsibilities

The roles and responsibilities outlined below will be filled during the system’s implementation and production use.

· PD2 System Administrator (Technical Lead).  The PD2 Technical Lead is a crucial position.  The Technical Lead serves as a coordinator for SPAWAR technical staff involved in the PD2 implementation and later in supporting the production system.  This person must have a comprehensive understanding of current systems and provide technical guidance and assistance related to the SPAWAR environment.  The System Administrator is responsible for understanding the PD2  technical/application architectures and for understanding day-to-day technical PD2 system operations.

· PD2 Security Administrator.  The PD2 Security Administrator is responsible for creating PD2 user accounts and assigning and maintaining permissions for those accounts.  This person is also responsible for PD2 security integrity.  This may or may not be the same person as the System Administrator.

· PD2 Task Administrators.   The system administration section of PD2 is made up over several “task” that allow the creation and maintenance of the templates within PD2.  Some tasks include:  Clause Templates, Approvals, Warrants, and Milestones.  Each task will require a administrator to maintain the standard template data and make revisions when necessary.  See Table 1 below for a detailed list of system administration tasks.  There are also other tasks that fall outside of the system administration module of PD2 yet still require attention.  These other tasks are outlined in Table 2.

· Database Administrator.  The Database Administrator (DBA) is responsible for performing basic database administrative tasks including:  creating new databases, re-sizing databases, backup and restoration, performance tuning and maintenance, upgrading database software, and other tasks which require special privileges.  The DBA should have a strong background in relational database management and database performance tuning.

· Application Server Support.  Application server support is necessary for backing up the PD2 development environment, monitoring performance and disk space usage, and performing other tasks which require special privileges.  Recommended skills and abilities include: experience configuring and maintaining application servers and a comprehensive understanding of client/server system integration issues.

· LAN Administrator.  The LAN Administrator is responsible for creating LAN accounts for PD2 users and developers on appropriate file servers as well as creating special directories and print queues when necessary.

· Workstation Configuration Management.  SPAWAR staff are responsible for ensuring that PD2 workstation configurations are properly created and maintained.  Workstations new to the PD2 environment must be specifically configured to work with the system.  The need for this role will be greatest during the early implementation stages and as new PD2 users are brought on-line.

· PD2 Help Desk Support.  This position is responsible for fielding technical questions and problems from PD2 users.  The Help Desk support is also responsible for documenting user requests for enhancements and reports of system defects.  It would be very helpful if the Help Desk staff attend functional and technical system administration classes.  The Help Desk will be SPAWAR’s primary support contact with AMS. 

Table 1: System Administration Tasks

Task
Responsibility

Approval


Attachments


Checklists


Clause templates


Clauses


Milestones


PALTs


Routes


Warrants


Funds


Unit of Issue


Message of the Day (MOTD)


Electronic Signatures


EDI


Table 2:  Other Tasks

Task
Responsibility

Vendor Maintenance


Organization Maintenance


Smart Text Updates


1.2
Training

Roles and Responsibilities
· Training Coordinator.  The Training Coordinator will be responsible for planning the logistics of the training, both for trainers and end users.  This includes scheduling space, securing computers and printers, ensuring the technical environment is stable, and scheduling classes and participants.

· Trainers.  Trainers will be the group of people trained by AMS.  They will then teach what they have learned to SPAWAR end users.  All functional areas should be represented in this group.  The trainers should have a high level of expertise in their functional area, the ability to communicate clearly to a large group of people, and should be comfortable using PD2.  Trainers will be expected to make a significant time contribution until all end users have been trained.
· Users.  All end users of PD2 should be trained in their area of functionality before PD2 goes live.  Length of training will vary, depending on the breadth of responsibility of each user.

1.3
Process Validation (Super Users)

Roles and Responsibilities
· Acceptance Test Coordinator.  The Test Coordinator will be responsible for managing the logistics of the test, including:  planning the schedule, reserving space, ensuring the technical environment is ready, and gathering the participants.  In addition, the coordinator will be responsible for determining acceptance criteria, creating test scripts, gathering and tracking feedback from participants, coordinating the development of SOPs, and evaluating the system.

· Super Users.  Functional experts in each phase of the procurement process should be participants in the acceptance test to ensure a complete evaluation of the system.  Participants should have already completed PD2 user training and be reasonably familiar with the system.
1.4
Data Migration

While the migration roles may vary based on SPAWAR’s migration strategy, the roles listed in this section are often required regardless of the migration approach.

Roles and Responsibilities
· Data Conversion Manager.  The Data Conversion Manager is the person ultimately responsible for overseeing the data conversion effort.  This person will be responsible for coordinating the efforts of all members of the data conversion team and ensure data integrity. 

· Data Analysts.  Analysts will be needed at all stages of the data conversion process.  This group requires familiarity with legacy systems, PD2 functionality, and the PD2 relational database.  Analysts will be required to define data sources, map data from legacy source files to PD2 destination tables, identify the load method for each table, and define a table load order.

· Database Administrator.  The DBA will serve an important role during data conversion.  Knowledge of Relational Databases will be required.  Data conversion places considerable stress on the database, and will require significant attention.  Responsibilities will include database back-ups, restoration, and adding space, in addition to regular database maintenance and support as data conversion processes are ongoing.

· Application Programmers/Support.  Application programmers will be needed who are familiar with all of thelegacy systems.  They will assist with analyzing and mapping data sources to PD2 tables.  They will also be responsible for writing extract programs to pull the desired data out of the legacy systems.  Automated data migration is very useful, especially when migration must be done multiple times as implementation and data requirements change.

· Functional Experts.  Experts and users in all functional areas will be needed during data conversion.  Their knowledge of the business will be used in identifying data sources, defining data that does not currently exist in any legacy system, and verifying converted data.  Eventually a working knowledge of PD2 will be required for on-line data verification.

