PCPN 13 – Third Party Payments Policy Change
Released 29 October 2007
 

Note: Level 3 APCs - IT IS YOUR RESPONSIBILITY TO GIVE THIS NOTICE WIDEST DISSEMINATION TO PROGRAM PARTICIPANTS TO INCLUDE APCs, AOs AND CHs IN YOUR HIERARCHY.     

 

THIS PCPN APPLIES WHEN USING APPROPRIATED and NON-APPROPRIATED FUNDS.

PURPOSE:   This PCPN updates the current policy on the usage of Third Party Payments.
OVERVIEW:  Office of the Under Secretary of Defense (Acquisition, Technology, and Logistics) released a memo on October 17, 2007 updating the policy on usage of third party payments.  
REFERENCES:   
OUSD (AT&L) memo, “Use of Third Party Payments – Policy Change”, 17 OCT 07 states where the use of third party payment merchants is unavoidable, the Cardholder should make every attempt to use another vendor.  If it is still necessary to use the third party payment merchant, the Approving Official must ensure a detailed review of the transaction supports that the third party payment merchant usage was unavoidable.
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NEW POLICY:  Updated sections for NAVSUPINST 4200.99 are as follows: 

Chapter 5, 26.t. – change paragraph ‘t’ to read: Third Party Payment Merchant – 
  Most times the CH does not know the vendor is using a third party payment merchant (i.e. PayPal) until after the fact. Use of these services does not enable DOD/DON to block inappropriate purchases either systemically or at the card account level through MCC tools. In addition, these services do not offer our program officials the same dispute and chargeback protections offered by VISA and MasterCard. 

  Where it is identified that the purchase will be processed via a third party payment merchant, the CH should make every attempt to choose another merchant with whom to procure the goods and/or services.  If it is still found necessary to procure using a third party payment merchant, the AO must ensure there is adequate supporting documentation showing that there was a detailed review of the purchase and that the use of the third party payment merchant was unavoidable.  
  When using the Program Audit Tool (PAT), third party payment merchants will be considered high risk transactions and will require a detailed review.  If the transaction is not flagged, AOs are required to add the transaction into PAT to initiate the review whenever a third party payment is identified.
ACTION REQUIRED:  

APCs shall continue to review third party payment usage as part of their monthly APC review.  DON CCPMD will issue additional reporting guidance on how to report third party payments in a future PCPN for the next Semi-Annual review (September 20, 2007 – March 19, 2008).  
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Subject: Use of Third Party Payments — Policy Change

This memorandum revises previous policy issued on March 7, 2005 on this subject.
[n that memorandum we stated that the use of a third party payment merchant was not
allowed under any circumstances. These types of transactions are considered high risk in
that they mask what is bought and thereby circumvent Merchant Category Code (MCC)
blocking as an effective internal control.

Since the issuance of the subject memorandum, we have received persuasive
feedback which cites numerous situations where the use of the third party payment
merchant is unavoidable. Therefore, we are revising the existing policy to state that
where it is identified that the purchase will be processed via a third party merchant, the
cardholder should make every attempt to choose another merchant with whom to procure
the goods and/or services. If it is still found necessary to procure using a third party
payment merchant, the approving officer must ensure there is adequate supporting
documentation showing that there was a detailed review of the purchase and that the use
of the third party payment merchant was unavoidable.

When the recently awarded contract for a department-wide data mining application is
operational, transactions where a third party payment merchant is used will be considered
high risk for data mining screening purposes. As a result, they will most likely be
flagged for detailed review until the application learns that these are acceptable
transactions. If the transactions are not flagged, approving officials will be required to
self initiate a review of a transaction in the data mining application whenever a third
party payment merchant is identified.

Any questions regarding this memorandum should be directed to Ms. Sue Quinlan at

703-325-9501.
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